
dreds of advertisers 
on my list. Most of 
which I’ve never 
even heard of. 

In the Mobile Apps 
The verbiage is 
slightly different in 
Facebook’s mobile 
apps, so here’s 
where to find it. 

First, open the menu 
(the three lines), then 
tap on “Settings & 
Privacy.” From there, 
choose Settings. 

Scroll down to the 
Ads section, and 
click on “Ad Prefer-
ences.” 

Choose “Advertisers 
you’ve interacted 
with” here, then see 
the second section—
Advertisers who up-
loaded a contact list 
with your info. Tap 
the “See all” button to 
see the full (and like-
ly massive) list. 

  As I said, mine 
had over a thousand.  

It’s widely known that 
Facebook allows ad-
vertisers to specifi-
cally target groups of 
people, but did you 
know that you can 
see which advertis-
ers are actively tar-
geting you? You 
can—and it may blow 
your mind. 

As part of Face-
book’s attempt to be 
more transparent, 
you can easily find 
out which advertisers 
are showing ads us-
ing a contact list that 
contains your info. 
This info is gathered 
by the advertiser, 
then uploaded to Fa-
cebook as a way to 
control who the ads 
are shown to. 

Here’s how to find 
that info on both the 
web and in the Face-
book app. 

On the Web 
To find your ad set-
tings on Facebook 
dot com, you can  

(https://
www.facebook.com/
ads/preferences/?
en-
try_product=ad_setti
ngs_screen#_=_ 

)But for future refer-
ence, here’s where to 
find that info in Face-
book’s menus. 

First, jump into 
the Settings menu. 
You’ll find it by click-
ing the little down ar-
row near your name 
and picture in the up-
per bar. 

From there, click the 
Ads option. 

Choose “Advertisers 
you’ve interacted 
with,” then look at the 
“Who have added 
their contact list to 
Facebook” section. 

That’s what you 
want—and the odds 
are you can keep 
clicking the “See 
More” button for 
a while. I had hun-

How to See Which Facebook 
Advertisers Have Your Private Info 

Monthly Reminders: 

 Run Ccleaner 

 Run Malwarebytes 

 Run Super Anti-

spyware 

 Manually Update    

Windows 
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Antimalware programs 
like Malwarebytes pop 
up warnings when they 
detect “potentially un-
wanted programs” you 
might want to remove. 
People call PUPs 
many other names, 
including “adware” and 
“crapware.” You almost 
certainly don’t want 
these programs on 
your computer, but 
they’re categorized dif-
ferently for legal rea-
sons. 

Malware is a type of 
malicious software that 
infects your computer 
without your permis-
sion. 
“Potentially 
unwanted 
programs” 
often arrive 
bundled with 
other soft-
ware and 
often have a 
EULA you 
probably clicked right 
through. PUP develop-
ers can argue their pro-
grams aren’t malware. 

What is a Potentially 
Unwanted Program, 
or PUP? 
The quick answer is 
that “potentially un-
wanted program” isn’t 
the best name. In-
stead, these programs 
should really be called 
“almost certainly un-
wanted programs.” In 

fact, if someone does 
want one of these 
“potentially unwanted 
programs” installed, 
there’s a good chance 
that person doesn’t ful-
ly understand what that 
program is doing on 
their computer. 

These are programs 
which don’t really do 
anything good for you. 
For example, browser 
toolbars that clutter 
your browser, track 
your web browsing, 
and show additional 
advertisements to you 
are “potentially unwant-
ed programs.” A 

Bitcoin-mining program 
like the one uTorrent 
once included is a 
“potentially unwanted 
program.” 

Note that these pro-
grams do absolutely 
nothing good on your 
computer — they slow 
it down, track you, clut-
ter the system, and 
show you additional 
advertisements. 

The key difference is 

how a potentially un-
wanted program ar-
rives. “Malware” is ma-
licious software that 
arrives without your 
express permission. 
“Potentially unwanted 
programs” are pro-
grams that arrive along 
with a EULA that tricks 
you into installing 
them. 

Why They’re Called 
PUPs and Not Mal-
ware 
There’s a lot of money 
in crapware. All the big 
free Windows software 
download sites bundle 
crapware — even 

Source-
Forge 
does! 
And it’s 
now be-
come 
normal 
for Mac 
freeware 
down-

load sites to bundle 
potentially unwanted 
programs, too. If you 
download and install 
this stuff, your comput-
er wasn’t infected 
against your will — you 
agreed to some fine 
print and gave the 
company permission to 
run this stuff on your 
computer. 

This is all completely 
legal, of course. Block-
ing such an application 
and labelling it 
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“malware” would open 
up a company to law-
suits — at least, that 
appears to be the feel-
ing across the industry. 
Antivirus companies 
like Avira have even 
been sued just for la-
belling software pro-
grams like these as 
“potentially unwanted 
programs.” Avira won 
that particular lawsuit, 
but they might have 
lost had gone farther 
and labelled that pro-
gram flat-out malware. 

By classifying these 
programs as just 
“potentially unwanted 
programs,” antimal-
ware software creators 
are attempting to 
shield themselves 
from legal action 
while detecting 
software most 
people don’t want 
on their comput-
ers. 

Whether an anti-
malware — or an-
tivirus — applica-
tion chooses to flag 
and detect PUPs is up 
to that individual en-
gine. Some security 
software makers are 
more focused on mal-
ware, while others — 
Malwarebytes, for ex-
ample — are more se-
rious about detecting 
and removing PUPs. 

What Do PUPs Do, 
Exactly? 
So what does it take 
for a program to be 
considered a PUP? 
Well, Malwarebytes 
offers a list 
of behaviors that will 
cause Malwarebytes to 
flag a software pro-
gram as a PUP. Adver-
tising that obstructs 
content or interferes 
with web browsing, 
pop-up windows, pop-
under windows, search 
engine hijacking, home 
page hijacking, 
toolbars with no value 
for the user, redirecting 
competitors’ websites, 
altering search results, 
replacing ads on web 
pages — these are all 

actions that will cause 
a program to be 
flagged as a PUP. 

While this all may be 
arguably legal, this is 
all the sort of nasty 
stuff most people just 
wouldn’t want on their 
computers. 

Should You Remove 
that PUP? 
You almost certainly 
don’t want that poten-
tially unwanted pro-
gram installed — re-
move it. If you’re curi-
ous, perform a web 
search for the detected 
PUP’s name to see 
more information about 
it. 

This is how the phrase 
“potentially unwanted 
program” is usual-
ly used by antimalware 
programs. But some 
antimalware tools 
sometimes include cer-
tain system and securi-
ty-related tools in the 
PUP category to help 

their enterprise cus-
tomers. 

For example, a utili-
ty that finds and dis-
plays the product 
keys for installed 
software on your 
current PC might be 
categorized as a 
“PUP” so large 
businesses can pre-

vent their employees 
from running this type 
of software on their 
workstations. A VNC 
program for remote-
desktop access might 
be considered a 
“potentially unwanted 
program,” too. 
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Tip #1: Push your 
Android phone noti-
fications to Win-
dows 10 with Corta-
na 
An update to the Cor-
tana app on Android 
now allows you to 
only push those noti-
fications to your Win-
dows 10 desktop and 
tablet based devices, 
and fully customize 
them just like Win-
dows 10 Mobile us-
ers can. 
To get started just 
install the Cortana 
app for Android on 
your device from the 
Google Play store. 
Once it is installed, 
you can open the 
app and it will ask 
you to sign in with 
your Microsoft Ac-
count. Make sure you 
use the same one as 
your other Windows 
10 devices if you 
want to sync notifica-
tions from one sys-
tem to the others. 
Once you are logged 
into Cortana she will 
of course have ac-
cess to your Note-
book on your Android 
device and be able to 
set reminders, pro-
vide tips and look up 
other information for 
you. 
To get started push-

ing the notifications 
to your Windows 10 
device just tap the 
hamburger menu and 
select Settings. 
On the next screen 
you want to select 
the Sync notifications 
option. 
Here’s where all of 
settings are located 
for general notifica-
tions. The default 
ones are already se-
lected on the first 
screen. You can also 
select Choose which 
apps to sync to turn 
on and customize 
notifications from 
your installed apps. 
By default, no apps 
are pre-selected to 
push notifications to 
your Windows 10 de-
vices. 
You can then select 
the applications 
you’d like to push to 
your Windows 10 
desktop or tablet. 
Tip #2: Customize 
default storage lo-
cations for files and 
apps on Windows 
10 
The security of your 
files is very important 
and none of us like 
the thought of losing 
those family pictures, 
files and other docu-
ments we store on 
our computer. 

You can protect 
those files by having 
a backup plan, or 
syncing them with a 
cloud storage service 
like OneDrive or Box 
to have them located 
in an alternate loca-
tion in case of a cata-
strophic failure of 
your local hard drive. 
Since the cost of 
hard drives have 
dropped so much, 
many of you also 
have second and 
sometimes third hard 
drives in your com-
puters. Windows 10 
can take advantage 
of those storage lo-
cations by letting you 
store files on those 
drives instead of on 
the system drive. 
If you open up the 
Windows Settings 
app in Windows 10 
and go to Sys-
tem>Storage you will 
find customization 
options for this task. 
At the top of this 
page, you will see a 
list of the physical 
storage locations 
available on this 
computer. Networked 
locations cannot be 
used but you can list 
external devices like 
USB flash drives, 
memory cards and 
external hard drives. 
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Just make sure that 
device will always be 
attached to your sys-
tem otherwise files 
will be inaccessible. 
To change the de-
fault storage location 
for apps or files just 
click on the drop 
down box next to the 
data you want to 
store on an alternate 
device. 
Select the alternate 
location and then it 
will be set. 
Note: Any changes 
you make here only 
cover new files or 
apps that are added 
to your system from 
the time you make 
the change going for-
ward. Changing the 
default storage loca-
tion does not move 
any apps or files that 
are already on your 
device. That will 
need to be done 
manually using File 
Explorer. 
Tip #3: How to use 
Windows Defender 
Offline in Windows 
10 Anniversary Up-
date 
Step One: Open 
Windows Settings 
and Select Update 
& Security 
From the main page 
of the Windows Set-
tings app click/tap on 

Updates & security 
Step Two: Initiate 
Windows Defender 
Offline Scan 
From Update & secu-
rity, select Windows 
Defender and then 
scroll down the page 
to find Windows De-
fender Offline. Click/
Tap the Scan Offline 
button to begin the 
offline scan. This dia-
log will appear briefly 
after you start the of-
fline scan and usually 
disappears in less 
than the mentioned 
60 seconds. 
Your system will now 
restart. Once the 
scan is complete 
your system will re-
boot unless malicious 
software is found. In 
those cases you will 
need to remove the 
infection. No other 
alerts will appear on 
your system. 
Tip #4: How to turn 
off Enhanced Notifi-
cations for Win-
dows Defender 
By default, when 
Windows Defender 
scans your system it 
will send an alert to 
the Action Center to 
let you know the 
scan was completed 
and there were no 
issues. 
For some users this 

is unnecessary infor-
mation and they only 
want to be alerted if a 
virus or malware was 
detected during that 
scan. 
So how do you turn 
off these extra notifi-
cations for Windows 
Defender? 
Step 1: Open Win-
dows Settings > Up-
date & security 
Step 2: Turn off En-
hanced Notifications 
Once Update & secu-
rity is open select 
Windows Defender 
on the left and then 
scroll down on the 
right side until you 
find Enhanced notifi-
cations. 
Just toggle that On 
button to Off and 
then exit the Win-
dows Settings app. 
As you can see 
above this will turn 
off the nice to know 
my system was 
scanned and clean 
notifications and only 
push the critical 
items to Action Cen-
ter. 
Tip #5: Customize 
mobile notifications 
on your desktop 
Step One: Open 
Cortana up on your 
desktop machine and 
find the Settings icon 
on the left sidebar of 
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Unfollowing Is Like Not 
Inviting People to Your 
Home 
You probably have a relative 
you can’t stand. They say 

the most grating 
and jarring 
things, and you 
don’t look for-
ward to seeing 
them every year 
at the Christmas 
party. So what 
do you do the 
rest of the year? 
You don’t call 
them on the 
phone. You don’t 

go over their house. And 
you don’t invite them over to 
yours any more than you 
have to. Handled gracefully, 
they might never even no-
tice. 

But you can’t unfriend 
Grandma and Uncle Bob. 
And you can’t unfriend your 
co-worker John. You have to 
face them occasionally in 
real life. And 
while it’s tempt-
ing to quit Face-
book forever, 
that’s becoming 
harder and 
harder to do as 
Facebook in-
vades our real 
lives. Messen-
ger, group com-
munication, and 
event planning 
are more and more often 
done on Facebook. 

But it’s ok. You don’t have to 
unfriend your frustrating and 
annoying Facebook friends. 
You can unfollow them. 

Unfollowing a person on 
Facebook is essentially the 
same thing. When you un-
follow a person, you won’t 
see their posts anymore. 
And they aren’t notified that 
you unfollowed them. 

If the person does happen to 
ask if you’ve seen a particu-
lar post, you can either 
blame Facebook’s algo-
rithms or say you haven’t 
looked closely at Facebook 
lately. Unfollowing is a quick 
and easy process to curate 
your feed only to see things 
you want to see. Because 
social networks should leave 
you feeling better, not feel-
ing worse. 
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Facebook is a great place to 
keep in touch with friends 
and family—especially those 
for whom you’d like to do so 
at a distance. Unfortunately, 
your friends list is probably 
filled with people you can’t 
unfriend but would prefer not 
to hear from. Go ahead 
and unfollow them. 

With greater numbers of 
people comes greater 
amounts of frustration. Peo-
ple you still have to deal with 
in real life post things that 
range from mildly annoying 
to downright offensive. 
Some of them fill their posts 
with half facts, wild lies, tired 
memes, and scathing criti-
cisms on the stupidest of 
topics. 
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the app. 
Click/tap on it to 
open settings for 
Cortana. 
Step Two: On the 
Settings page scroll 
down about half way 
and look for the Send 
notifications between 
devices. 
Just below it you will 
see an On/Off toggle. 
Turn that to Off if you 
do not want notifica-
tions to be shared 
between your devic-
es. 
Click on the Edit sync 
settings if you want 
to customize the noti-
fications that are 
pushed to your desk-
top from a mobile de-
vice. 
Step Three: Under 
My Devices you will 
typically see three 
options. (The only 
exception to this is 
when you are active-
ly using more than 
one Windows 10 Mo-
bile device.) The first 
and last option on 
this screen are sim-
ple On/Off toggles 
after you click on 
them. The second 
option is where you 
go to select which 
apps and types of 
notifications are 
pushed to your desk-
top Action Center. 
Choose that one. 

Step Four: From 
here you can toggle 
the sharing of notifi-
cations completely or 
select the individual 
apps or types of noti-
fications that will be 
pushed to your desk-
top Action Center. 
Note: Some apps do 
not show up on this 
list until they actually 
get a notification on 
your mobile device. 
So that means you 
may occasionally see 
a duplicated notifica-
tion in your desktop 
Action Center. 
To fix that just follow 
all of these steps 
again to turn that 
apps notifications off 
on the Edit sync set-
tings page. 
Tip #6: Control 
Sync Options be-
tween Windows 10 
Devices 
Windows 10 does 
allow you the option 
to sync certain set-
tings between your 
Windows 10 devices 
that use your Mi-
crosoft Account for 
logging in. 
The Microsoft ac-
count is key to this 
feature as it uses the 
cloud connectivity 
between devices un-
der that access to 
share the settings 
across those devic-

es. 
Sync Settings are all 
on by default if you 
log in with your Mi-
crosoft Account. 
There is a however, 
a master switch to 
turn all syncing on or 
off plus the ability to 
control six different 
areas for devices you 
want to share those 
settings. 
Step One: Open 
Windows Set-
tings>Accounts>Sy
nc your settings 
Once you are in Win-
dows Set-
tings>Accounts>Syn
c your settings, you 
will see the settings 
as shown above. 
Sync settings is the 
master switch for 
turning syncing off 
and on. If this is a 
device that you want 
to keep uniquely con-
figured then click/tap 
the On/Off button. 
Note that you can 
also control which 
settings you sync 
across devices: 
Theme, Internet Ex-
plorer Settings, Pass-
words, Language 
Preferences, and 
Ease of Access. 
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 15.  Feather in Your 
Cap (to accomplish a 
goal. This came from 
years ago in wartime 
when warriors might 
receive a feather 
they would put in 
their cap for defeat-
ing an enemy) 

 16.  Hold your hors-
es  (Be patient!) 

17.  Hoosegow ( a 
jail) 

 18.  I reckon (I sup-
pose) 

 19.  Jawing/
Jawboning (Talking 
or arguing) 

 

12. Calaboose (a jail) 

 13. Catawampus 
(Something that sits 
crooked such as a 
piece of furniture sit-
ting at an angle) 

 14. Dicker (To barter 
or trade) 

 20. Kit and caboodle 
(The whole thing) 

 21.  Madder than an 
wet hen (really an-
gry) 

 22. Needs taken 
down a notch or two 
(like notches in a belt 
usually a young per-
son who thinks too 
highly of himself and 
needs a lesson) 

 23.No Spring Chick-
en  (Not young any-
more) 

 24.Persnickety 
(overly particular or 
snobbish) 

Old Sayings continued 
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